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Swisscom Trust Services enables easy signature 

processes and identification for its partners - secure, 

recognised in the EU and Switzerland. 

Open - Regulated - Compliant:  

Smart Registration & Signing Service 
 

The remote signature service from Swisscom Trust 

Services 

The advantages of the electronic signature are clear: 

efficient processes without media discontinuity, no 

paper consumption, no costs for logistics, scanning, 

printing, and dispatch. Numerous Swisscom Trust 

Service Partners offer signature applications for this 

purpose. Or they integrate the signature option into 

existing solutions, such as an ERP or contract work-

flow system. People can register for the signature - or 

register by an identity provider, such as a bank. Signa-

tures are conveniently approved with a fingerprint or 

a smile via an app in the mobile phone. It is even 

more convenient if the existing app of the house 

bank can be used for this purpose. 

 

Legally recognised 

Swisscom Trust Service is the only European service 

provider for recognised, qualified and advanced sig-

natures in both the Swiss legal area (ZertES Act) and 

the European legal area (eIDAS Regulation). The qual-

ified signature is equivalent to the handwritten sig-

nature in many cases. 

 Open to the best solutions on the market 

Swisscom integrates the best identity verifica-

tion and approval methods available on the 

market, ensures legal admissibility and invites 

the major players on the market to use their ex-

isting identities. They can monetise their KYC 

basis in the Swisscom Signing Store. 

White Label 

Signature application partners integrate the 

Swisscom backend - white labelled. Swisscom 

does not receive any document content. 

Strong partner 

With more than 15,000 employees, the 

Swisscom Group including Swisscom Trust Ser-

vices AG is the largest IT company and IT secu-

rity leader in Switzerland and a strong global 

brand. 

Register once - sign quickly as often as you like 

Identify once - sign as often as you like. And all 

within 2 seconds with PIN or fingerprint. 

Sign worldwide 

The private signature key in secure data centres 

in Switzerland and an official signature from 

Singapore - this is also possible with many 

countries. 

 

 



 

Swisscom Trust Services AG, Konradstrasse 12, 8005 Zurich, Switzerland 
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Facts & Figures 

 
Simply 

ETSI EN 119 432 API 

For the integration of signature applications using approved identification procedures, IDP/sig-

nature releases or identifications with the Swisscom RA app. 

 
Secure 

Authentication procedure 

Numerous standard procedures with e.g., fingerprint or face recognition. Alternatively intro-

duction of own procedures, approved by audit. A flexibly adaptable signature approval SDK can 

be integrated into the flow (audit-free). 

 
Durable 

Signature certificates 

Fiduciary generation of short-lived "on-demand" or "one-shot" certificates for personal signa-

tures and 3-year organisational certificates for seals, advanced/qualified respectively. 

Qualified time stamps 

Free additional signature with qualified time stamp according to ZertES and eIDAS 

Long-term validation 

All signatures are thereby long-term validated according to the ETSI standard LTV 

 
Qualified 

Identification options (qualified signature) 

RA app (see separate fact sheet), standard procedures of well-known audited identification 

partners for video identification, e-Banking Login Identification (D), eID (D), AI-based auto-iden-

tification, possibility to integrate own KYC identification processes as IDP 

  

 

Signature applications 

Wide range of different partner applications or signature web portals  

(https://trustservices.swisscom.com/partner/), Docusign Connector 

 
Legally compliant 

Data protection - transmission of document hash values only (compressions) 

No inference to document content possible by Swisscom 

Qualified recognised 

Swisscom IT Services Finance S.E. in Vienna, Austria is a recognised trust service provider for 

qualified and advanced certificates and seals in the EU and is notified on the eIDAS Trust List. 

Swisscom (Switzerland) Ltd is recognised as an approved certificate service provider in Switzer-

land for the Swiss Digital Signature Act (ZertES). 

The green hook from Adobe 

All signatures (advanced and qualified) are recognised by Adobe (AATL Standard) 

 

 

Are you interested in enriching your solution with qualified remote signatures? 

 

Talk to us - we look forward to meeting you! 

https://trustservices.swisscom.com  
 

https://trustservices.swisscom.com/partner/
https://trustservices.swisscom.com/

